January

1. [**Crawford County**](https://talkbusiness.net/2022/01/cyber-attack-caused-a-mess-with-crawford-county-computer-systems/)
2. [**Bernalillo County**](https://www.darkreading.com/attacks-breaches/new-mexico-s-bernalillo-county-investigates-ransomware-attack)
3. [**Maryland Department of Health**](https://www.zdnet.com/article/maryland-officials-confirm-ransomware-attack-shut-down-department-of-health/)
4. [**Griggsville-Perry School District**](https://khqa.com/news/local/griggsville-perry-school-district-hit-by-ransomware-attack-early-dismissal)
5. [**Pembroke Pines in Florida**](https://www.local10.com/news/local/2022/01/20/pembroke-pines-hit-by-ransomware-attack-city-says/)
6. [**Linn County**](https://nbc16.com/news/local/linn-county-affected-by-ransomware-attack)
7. [**New Bedford Police Department**](https://turnto10.com/news/local/new-bedford-police-department-hit-with-ransomware-attack)

February

1. [**Neenah School District**](https://eu.postcrescent.com/story/news/crime/2022/02/04/insurance-policy-neenah-schools-limits-costs-ransomware-attack/6640523001/)
2. [**Taylor Regional Hospital**](https://www.healthcareinfosecurity.com/hospital-health-department-still-recovering-from-attacks-a-18473?utm_source=LinkedIn&utm_medium=CollateralSM&utm_campaign=editorial_post)
3. [**Ohlone Community College District**](https://www.infosecurity-magazine.com/news/californian-college-ransomware/)
4. [**Centralia College**](https://www.chronline.com/stories/centralia-college-hit-with-ransomware-attack,284509)
5. [**Hays USD 489**](http://tigermedianet.com/?p=63499)

March

1. [**Altoona Area School District**](https://www.databreaches.net/altoona-area-school-district-data-shows-up-on-dark-web-months-after-cyberattack/)
2. [**East Tennessee Children’s Hospital**](https://www.databreaches.net/east-tennessee-childrens-hospital-statement-on-security-issue/)
3. [**Plainfield County**](https://eu.norwichbulletin.com/story/news/local/2022/03/21/plainfield-connecticut-cyberattack-ransomware-town-hall-police-hackers/7119283001/)
4. [**Bexar County Appraisal District**](https://www.ksat.com/news/local/2022/03/21/ransomware-attack-hits-bexar-county-appraisal-district-some-files-damaged/)
5. [**Memorial Hospital of Carbon County**](https://cowboystatedaily.com/2022/03/23/rawlins-hospital-hit-with-ransomware-attack-over-weekend/)
6. [**Oklahoma City Indian Clinic**](https://www.news9.com/story/6242690e64d0e8070c7f5907/oklahoma-city-indian-clinic-suffers-cyber-attack)

April

1. [**Florida International University**](https://therecord.media/blackcat-ransomware-group-claims-attack-on-florida-international-university/)
2. [**A&T University**](https://arstechnica.com/information-technology/2022/04/ransomware-sent-north-carolina-at-university-scrambling-to-restore-services/)
3. [**Austin Peay State University**](https://clarksvillenow.com/local/austin-peay-state-university-hit-by-ransomware-attack/)
4. [**Wyandotte County**](https://heartlandernews.com/2022/04/27/wyandotte-county-it-officials-waited-three-days-to-report-cyber-attack-officials-not-laying-out-seriousness-of-it/)
5. [**Elgin County’s**](https://www.databreaches.net/purported-elgin-county-data-posted-online-by-ransomware-group-cyber-threat-expert/)

May

1. [**Westchester County Library System**](https://www.scmagazine.com/editorial/brief/privacy/ny-library-system-hit-by-ransomware-attack)
2. [**Kellogg Community College**](https://www.infosecurity-magazine.com/news/ransomware-attack-michigan-college/)
3. [**Mercyhurst University**](https://www.databreaches.net/pa-ransomware-group-claims-to-have-hit-mercyhurst-university/)
4. [**Fort Summer Municipal schools**](https://www.databreaches.net/k-12-school-districts-in-new-mexico-ohio-crippled-by-cyberattacks/)
5. [**Washington Local Schools**](https://therecord.media/k-12-cyberattacks-new-mexico-ohio/?web_view=true)
6. [**Quincy Massachusetts**](https://muddyrivernews.com/noteworthy/cyberattack-costs-city-of-quincy-650000/20220524123433/)
7. [**Martin University**](https://www.prnewswire.com/news-releases/martin-university-announces-data-security-incident-301555691.html)
8. [**Somerset County**](https://edition.cnn.com/2022/05/26/politics/new-jersey-somerset-county-ransomware-attack/index.html)
9. [**Regina Public Schools**](https://www.cbc.ca/news/canada/saskatchewan/regina-ransomware-attack-1.6468848)
10. [**North Orange County Community College**](https://www.databreaches.net/north-orange-county-community-college-district-was-hit-by-ransomware-in-january/)

June

1. [**City of Alexandria**](https://thecyberwire.com/newsletters/privacy-briefing/4/108)
2. [**Tenafly Public Schools**](https://www.nj.com/education/2022/06/final-exams-canceled-in-nj-school-district-after-cyber-attack-cripples-computers.html)
3. [**Unified Government of Wyandotte County and Kansas City**](https://www.kshb.com/news/crime/officials-confirm-unified-government-data-centers-were-targeted-by-ransomware-attack)
4. [**Plainedge Public Schools**](https://www.databreaches.net/alphv-threat-actors-claim-to-have-attacked-plainedge-public-schools/)
5. [**Glenn County Office of Education**](https://www.databreaches.net/scoop-glenn-county-office-of-education-paid-400k-ransom-after-ransomware-attack/)
6. [**Glenn County Office of Education**](https://www.databreaches.net/scoop-glenn-county-office-of-education-paid-400k-ransom-after-ransomware-attack/)
7. [**Brooks County**](https://www.kztv10.com/news/local-news/brooks-county-pays-off-hacker-with-tax-dollars-after-ransomware-attack)
8. [**Napa Valley College**](https://edscoop.com/napa-valley-college-has-been-battling-ransomware-for-two-weeks/)

July

1. [**College of the Desert**](https://eu.desertsun.com/story/news/education/2022/07/05/malware-attack-takes-down-college-desert-network-again/7813631001/)
2. [**Mooresville Schools**](https://eu.reporter-times.com/story/news/2022/07/13/mooresville-school-corp-notifies-families-possible-security-breach/10044532002/)
3. [**Narragansett Bay Commission**](https://eu.providencejournal.com/story/news/local/2022/07/16/ri-sewer-system-narragansett-bay-commission-hit-cyber-attack/10076978002/)

August

1. [**Linn-Mar School District**](https://www.kcrg.com/2022/08/03/leaked-image-shows-ransomware-attack-hit-linn-mar-school-district/)
2. [**Fremont County**](https://www.govtech.com/security/fremont-county-colo-offices-close-after-cyber-attack)
3. [**Mansfield Independent School District**](https://www.databreaches.net/schools-in-texas-pennsylvania-and-california-hit-with-ransomware-as-schools-reopen-for-the-year/)
4. [**Moon Area School District**](https://www.databreaches.net/schools-in-texas-pennsylvania-and-california-hit-with-ransomware-as-schools-reopen-for-the-year/)
5. [**Sierra College**](https://www.govtech.com/education/higher-ed/sierra-college-mostly-recovered-after-ransomware-attack)
6. [**General Health System**](https://www.hipaajournal.com/emergeortho-general-health-system-victims-of-ransomware-attacks/)

September

1. [**Los Angeles Unified**](https://www.zdnet.com/article/the-second-biggest-school-district-in-the-us-was-hit-with-ransomware/)
2. [**Savannah College of Art and Design**](https://therecord.media/ransomware-attack-on-leading-georgia-art-college-leads-to-data-leak/)
3. [**City of Bardstown**](https://www.kystandard.com/content/city-confirms-ransomware-hack-last-weekend)
4. [**Oakbend Medical Center**](https://www.scmagazine.com/analysis/ransomware/texas-hospital-facing-communication-issues-system-rebuild-amid-ransomware-attack)
5. [**Medical Associates of Lehigh Valley**](https://www.hipaajournal.com/ransomware-attack-on-medical-associates-of-the-lehigh-valley-affects-75k-patients/)
6. [**Suffolk County**](https://suffolktimes.timesreview.com/2022/09/ripple-effects-of-ransomware-attack-against-suffolk-county-continue-more-than-a-week-later/)
7. [**South Redford School District**](https://www.databreachtoday.com/online-attack-disrupts-michigan-school-district-for-2nd-day-a-20119?rf=2022-09-22_ENEWS_ACQ_DBT__Slot1_ART20119&mkt_tok=MDUxLVpYSS0yMzcAAAGHBNr3muS-t4_H06R0QLRA2d3fEQBXXRk_t2zNxYRvVGLvTCS53Aj3DdVjyom5toB-SSZKhgTHFQ7hasm0btwgBJGWY4Vxi_HJuz4ECy5KEjztFPZsTw)
8. [**City of Wheat Ridge**](https://www.denverpost.com/2022/09/22/wheat-ridge-ransomware-fremont-county-cyber-attack/)
9. [**Sierra College**](https://www.databreaches.net/sierra-college-investigating-scope-of-latest-ransomware-incident/)

October

1. [**Douglas County**](https://www.ksnblocal4.com/2022/10/04/douglas-countys-911-impacted-by-ransomware-cryptovirus/)
2. [**Hartnell College**](https://kion546.com/news/local-news/top-stories/2022/10/04/hartnell-network-to-return-after-weeks-long-ransomware-attack/)
3. [**Indianapolis Housing Agency’s**](https://www.wrtv.com/news/local-news/indianapolis/indianapolis-housing-agency-hit-by-ransomware-attack)
4. [**State Bar of Georgia**](https://www.scmagazine.com/brief/ransomware/state-bar-of-georgia-ransomware-attack-led-to-data-breach)
5. [**Mars Area School District**](https://www.databreaches.net/mars-k-12-district-in-pennsylvania-victim-of-ransomware-attack-data-leaked/)
6. [**Whitworth University**](https://www.spokesman.com/stories/2022/oct/18/whitworth-confirms-it-was-victim-of-ransomware-att/)
7. [**Kenosha Unified School District**](https://therecord.media/ransomware-group-claims-attack-on-wisconsin-school-district/)

November

1. [**Norman Public Schools**](https://www.govtech.com/education/k-12/ransomware-causes-significant-disruption-at-norman-schools)
2. [**Commack School District**](https://bronx.news12.com/ransomware-attack-targets-commack-school-district)
3. [**Dallas Central Appraisal District**](https://therealdeal.com/texas/2022/11/10/dallas-central-appraisal-district-hacked-down-for-days/)
4. [**Jackson and Hillsdale**](https://www.mlive.com/news/jackson/2022/11/jackson-hillsdale-county-schools-canceled-tuesday-nov-14-due-ransomware-attack.html)
5. [**Cincinnati State and Technical College**](https://www.bleepingcomputer.com/news/security/vice-society-ransomware-claims-attack-on-cincinnati-state-college/)
6. [**Southampton County**](https://dojmt.gov/wp-content/uploads/Consumer-Notification-Letter-733.pdf)
7. [**Hope Health Systems**](https://www.jdsupra.com/legalnews/hope-health-systems-inc-experiences-6248777/)
8. [**Guilford College**](https://www.scmagazine.com/brief/ransomware/data-stolen-in-ransomware-attack-against-north-carolina-college)

December

1. [**Travis Central Appraisal District**](https://eu.statesman.com/story/news/2022/12/05/travis-county-tx-home-appraisals-ransomware-attack/69703419007/)
2. [**Little Rock School Board**](https://www.arkansasonline.com/news/2022/dec/05/little-rock-school-board-will-meet-to-decide-whether-to-negotiate-settlement-related-to-data-security-breach/)
3. [**Adams-Friendship Area School District**](https://www.databreaches.net/wi-adams-friendship-area-school-district-hit-by-ransomware/)
4. [**Knox College**](https://eu.galesburg.com/story/news/local/2022/12/02/knox-college-wireless-connection-down-due-to-ransomware/69691954007/)
5. [**California Department of Finance**](https://www.cyberscoop.com/lockbit-ransomware-california-department-of-finance/)
6. [**Lake Charles Memorial Health System**](https://www.databreachtoday.com/hive-ransomware-hits-louisiana-hospitals-leaks-patient-data-a-20823?rf=2022-12-30_ENEWS_ACQ_DBT__Slot6_ART20823&mkt_tok=MDUxLVpYSS0yMzcAAAGJAudPZEvZHq3tHLM2pqCgHmUX7u327kM1aMedL7Dl54MvIvzUNjp9KiPR5-KLnGBytdzq2Zw8DbYMkMctkfm7vjkXo4PAuNyIiZaRavSReqPiQ0nazQ)
7. [**ISD 728 in Minnesota**](https://www.databreaches.net/mn-isd-728-statement-about-ransomware-attack/)
8. [**Tomball City**](https://communityimpact.com/houston/tomball-magnolia/government/2022/12/30/tomball-experiences-ransomware-attack-council-authorizes-city-manager-to-spend-money-for-recovery-of-city-systems-data/)